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Abstract

As hardware security threats escalate across semiconductor manufacturing and advanced packaging, there is a
growing need for novel physical mechanisms to counter sophisticated attacks such as tampering, counterfeiting,
and supply chain infiltration. This paper presents Nanoelectromechanical Systems (NEMS) as an emerging class
of hardware security primitives that enable physical assurance, tamper detection, and authentication at the device
level. Leveraging mechanisms such as NEMS-based Physically Unclonable Functions (PUFs), shape memory
materials, resonance-based fingerprints, and physical unlocking architectures, these systems offer enhanced re-
silience to reverse engineering, side-channel attacks, and environmental degradation. By harnessing mechanical
unpredictability and fabrication-induced nanoscale variability, NEMS technologies introduce a physically robust
and low-power alternative to conventional digital security methods. Their seamless integration into standard
semiconductor workflows paves the way for scalable, verifiable, and secure solutions across defense, aerospace,

critical infrastructure, and consumer electronics.
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I. Introduction

The rapid advancement of semiconductor technology and the in-
creasing complexity of electronic systems have elevated the de-
mand for robust, hardware-level security solutions [1-4]. Tradi-
tional mechanisms, though effective to some extent, are increas-
ingly susceptible to reverse engineering, side-channel attacks,
and physical tampering [5,6]. As these threats evolve, nanoelec-
tromechanical systems (NEMS) have emerged as a promising
technology to address critical challenges in semiconductor secu-
rity and advanced packaging [7-9]. NEMS devices, categorized
with characteristic length of less than 100 nm, operate at the
nanometer scale, integrating electrical and mechanical function-
alities for sensing, actuation, and signal processing. Their inher-
ent characteristics—including high sensitivity to physical per-
turbations, favorable surface-area-to-volume ratios, and CMOS
compatibility—make them suitable for hardware security appli-
cations.

Specifically, NEMS enables device authentication, tamper
detection, and supply chain assurance. Process-induced vari-
ations during fabrication allow NEMS to generate physically
unclonable functions (PUFs) that offer high entropy and resis-
tance to duplication [11, 12]. Hwang et al. first introduced

the concept of NEMS-PUFs, leveraging stiction effects caused
by van der Waals forces in suspended nanowires positioned be-
tween contact gates. These physical effects, often problematic in
MEMS/NEMS design, are repurposed here as entropy sources
for secure identification [10].

In packaging environments, the mechanical responsiveness
of NEMS to pressure, vibration, and electromagnetic interfer-
ence enables real-time, passive tamper detection [13]. This
capability adds an embedded, hardware-rooted layer of phys-
ical assurance to microelectronic systems. The global OSAT
(Outsourced Semiconductor Assembly and Test) industry, which
handles a significant portion of advanced packaging, continues to
see multibillion-dollar growth, as shown in Figure 1. Integrating
NEMS into these workflows positions them not only as sensors
or actuators but also as key enablers of secure electronics.

This paper explores the integration of NEMS in advanced
packaging, focusing on their use as security primitives. Itreviews
their operating principles, presents specific security applications,
and highlights recent developments supporting their feasibility.
Given the limitations of current primitives—low entropy, high
power consumption, and ease of reverse engineering—this work
proposes mechanically rooted NEMS-based solutions to enhance
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Figure 1: Global revenue (in millions USD) of major advanced packaging OSATs companies [14]

hardware resilience across sectors such as defense, aerospace,
consumer electronics, and healthcare.

I1. Challenges in Semiconductor Industry

A. Counterfeiting

Counterfeiting remains a persistent threat in the semiconductor
ecosystem. Unauthorized entities often manufacture or refurbish
components to mimic authentic ones, leading to the infiltration
of substandard or malicious chips into critical systems [15]. For
example, a 2012 U.S. Senate Armed Services Committee in-
vestigation identified over 1,800 cases of suspected counterfeit
electronics in military systems, including mission computers for
fighter jets and thermal weapon sights [16]. These components
compromised system reliability and posed serious risks by en-
abling potential insertion of backdoors or sabotage features.

B. Tampering

Tampering and unauthorized modifications present another sig-
nificant concern. Once a chip exits the foundry and enters pack-
aging and distribution, it becomes vulnerable to physical attacks
such as microprobing, laser fault injection, focused ion beam
(FIB) editing, and other invasive techniques. These can be used
to extract secret keys, alter circuit functionality, or insert ma-
licious payloads. A widely cited example is the attack on the
PlayStation 3, where fault injection enabled bypassing encryp-
tion and gaining unauthorized access to secure content. In in-

dustrial or defense applications, similar attacks could lead to IP
theft, denial-of-service, or unauthorized control of systems.

C. Supply Chain Vulnerabilities

Supply chain vulnerabilities further exacerbate security risks,
as chips often traverse multiple entities—spanning conti-
nents—before deployment. Each transition between design, fab-
rication, packaging, testing, and integration introduces potential
attack vectors [17]. A notable case, the 2018 Bloomberg report
(though later disputed), alleged hardware backdoors embedded
in Supermicro server boards used by Amazon and Apple [18].
While the case remains controversial, it underscored widespread
concerns regarding supply chain infiltration, a threat substanti-
ated by other documented incidents [19].

Traditional hardware security approaches, such as crypto-
graphic authentication and electronic PUFs (ePUFs), offer lim-
ited protection in such environments. Cryptographic methods
rely on securely stored keys, which are vulnerable to side-channel
attacks, including power analysis, timing, and electromagnetic
leakage. High-profile vulnerabilities like Spectre and Meltdown
exposed the susceptibility of even advanced processor architec-
tures to such attacks.

Moreover, ePUFs—based on variations in electronic prop-
erties like delay paths or threshold voltages—are sensitive to
aging, temperature, and radiation. These effects degrade their
reliability over time, especially in high-stress environments such
as aerospace and defense, where stable key storage and authen-
tication are critical.
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In contrast, NEMS-based security primitives provide a funda-
mentally different paradigm. Their nanoscale mechanical struc-
tures are inherently resistant to traditional electronic attack vec-
tors and offer unique, unpredictable responses due to fabrication-
induced variability. Properties such as resonance frequency, de-
flection profiles, and structural deformation can serve as robust
physical identifiers.

Crucially, these characteristics are physically respon-
sive—any invasive tampering (e.g., FIB-based probing) can sub-
tly alter the mechanical structure, changing its unique signature
and thus providing tamper evidence. Additionally, NEMS de-
vices are compatible with standard CMOS processes, enabling
seamless integration into conventional packaging and back-end
flows. It makes them scalable, energy-efficient, and suitable
for deployment in high-reliability and security-critical environ-
ments.

III. NEMS-Based PUFs

One of the most promising applications of NEMS in hardware
security is the development of NEMS-based physically unclon-
able functions (PUFs). Unlike conventional electronic PUFs that
rely on threshold voltage variations or gate delays, NEMS-PUFs
utilize intrinsic mechanical and structural irregularities intro-
duced during nanoscale fabrication. These include differences
in material composition, surface roughness, grain boundaries,
and mechanical stiffness [20]. Such variations create unique, un-
clonable mechanical fingerprints that persist even under identical
manufacturing conditions.

Because their identity is rooted in physical structure rather
than electrical behavior, NEMS-PUFs offer inherent resistance
to invasive and side-channel attacks. Physical probing meth-
ods—such as focused ion beam (FIB) editing or microprob-
ing—are likely to alter or destroy the delicate mechanical features
that encode their identity. It makes NEMS-PUFs intrinsically
tamper-evident and robust against physical intrusion. Addition-
ally, unlike ePUFs that can degrade due to thermal or electrical
stress, the structural integrity of NEMS devices remains more
stable under environmental variations, enhancing long-term re-
liability.

A further advantage of NEMS-PUFs is their ability to gen-
erate high entropy. The multidimensional nature of nanoscale
mechanical variations results in highly unpredictable responses,
ideal for cryptographic key generation. These physically derived
keys are challenging to model, duplicate, or brute-force, making
them well-suited for secure key storage, device identification,
and access control in sensitive systems [21].

NEMS-based locking architectures also enable chiplet-level
access control in 2.5D and 3D heterogeneous integration plat-
forms. These mechanical structures can be embedded within the
die, interposer, or substrate layers, assigning each chip package
a unique physical signature. It strengthens authentication and
mitigates supply chain threats, including unauthorized part sub-
stitution and counterfeiting. In defense electronics and critical in-

frastructure, NEMS-PUFs provide a hardware-level verification
method that does not rely on external memory or software-based
checks.

The benefits of NEMS-PUFs extend to multiple sectors. In
defense, they can secure field-deployed systems through im-
mutable hardware authentication. In finance, they can protect
secure modules like smart cards and payment terminals from
cloning or tampering. Industrial control systems can use NEMS-
PUFs to anchor trust at the hardware level, reducing risks of
firmware injection or counterfeit components in critical oper-
ations. Overall, the unique physical nature of NEMS-PUFs
makes them highly effective for modern hardware security. By
leveraging unavoidable manufacturing randomness, they create
tamper-resistant, unclonable device identities. Their seamless
integration into semiconductor packaging provides a scalable
and manufacturable foundation for embedding trust directly into
microelectronic systems.

IV. Shape Memory Materials for Tamper Detec-
tion and Authentication

An emerging direction in hardware security involves integrating
shape memory materials into NEMS-based architectures. Shape
Memory Alloys (SMAs) and Shape Memory Polymers (SMPs)
possess the ability to undergo reversible or irreversible trans-
formations in shape or mechanical state in response to external
stimuli such as temperature, mechanical stress, or electrical in-
put [22]. These unique properties enable novel tamper-detection
and authentication mechanisms that are both physically embed-
ded and highly sensitive.

Austenite
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Figure 2: Microstructural views of martensite and austenite
phases in SMAs used in packaging. Their reversible transforma-
tion enables built-in, tamper-evident security in semiconductor
hardware.

Incorporating shape memory materials into security primi-
tives allows for structures that change configuration upon expo-
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Figure 3: Conventional circuit prone to Microprobing (left) versus NEMS-resonator-enhanced design offering mechanical
fingerprinting and tamper resilience (right)

sure to tampering or abnormal conditions. SMAs, for instance,
can be engineered to remain in a preset shape under regular op-
eration but permanently shift to a different configuration once a
critical threshold—such as a thermal spike or directed heat—is
exceeded [23]. This irreversible change acts as a passive, tamper-
evident mechanism, leaving behind a permanent physical signa-
ture of compromise. Unlike digital logs or software-based de-
tection, these responses are non-resettable and require no power
to function, making them well-suited for long-term deployment
in field environments.

Shape Memory Polymers, as illustrated in Figure 2, offer addi-
tional flexibility for tamper detection. SMPs can be designed
to deform, expand, or contract when triggered by environmental
conditions such as heat or mechanical force. This deformation
may serve as a visual indicator or introduce physical misalign-
ment that disrupts access to critical circuit regions. For example,
an SMP-based seal could block access to sensitive circuitry upon
detecting tampering, rendering the system inoperable or requir-
ing forensic validation before reuse. These passive responses
are especially beneficial in untrusted supply chain environments
where real-time monitoring is not feasible. Embedding shape
memory materials directly into packaging or substrate layers
enhances physical security in a persistent, power-independent
manner. Unlike software-based methods or active sensing, these
materials provide tamper evidence even in off-grid or dormant
states. It makes them particularly valuable in defense, aerospace,
and secure financial systems where hardware may remain de-
ployed for extended periods under harsh conditions [24]. Ulti-
mately, integrating shape memory materials into NEMS-based
security frameworks represents a convergence of smart materi-
als and hardware assurance. These materials enable low-power,
physically verifiable, and irreversible responses to tampering,
reinforcing the trustworthiness of semiconductor devices. As
hardware attacks grow more sophisticated, such embedded phys-
ical responses will become increasingly essential in defending
against intrusion and ensuring long-term system integrity.

V. Resonance-Based Fingerprints for Secure Iden-
tification

NEMS resonators offer a robust method for hardware authen-
tication by leveraging unique resonance frequency signatures.
Each resonator, fabricated through nanoscale processes, inher-
ently contains subtle imperfections arising from uncontrollable
variations during manufacturing. These differences result in dis-
tinct resonance frequencies and mode shapes, effectively creat-
ing a physical fingerprint—analogous to human biometrics such
as fingerprints or iris patterns [25,26]. The uniqueness and
non-replicability of these signatures make resonance-based au-
thentication highly secure and extremely difficult to clone or
reverse-engineer.

A key advantage of resonance-based authentication lies in
its intrinsic resistance to duplication. Figure 3 illustrates how a
NEMS-based design resists probing attacks compared to conven-
tional structures. Because the resonance characteristics depend
on nanoscale variations in geometry, material composition, and
internal stress, even advanced fabrication techniques cannot pro-
duce two devices with identical responses. It forms a significant
deterrent against counterfeiting and spoofing. Furthermore, me-
chanical identifiers embedded directly into the packaging or die
eliminate the need for additional security ICs or external mod-
ules. It reduces system complexity and cost while physically
anchoring the identity to the device itself.

Another significant benefit is the extremely low power con-
sumption. Unlike traditional cryptographic systems that require
active power to maintain keys or state, resonance-based methods
operate using passive mechanical properties. The resonator can
be excited and read with minimal energy, making the approach
ideal for low-power or energy-harvesting applications such as IoT
devices and wearables [27].

When integrated with other NEMS-based tech-
nologies—such as NEMS-PUFs and shape memory
materials—resonance-based fingerprints enhance the security
stack by introducing a complementary, physically derived iden-
tifier. This multilayered approach provides dynamic tamper
resistance, secure authentication, and enduring identity across
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Figure 4: Illustration of locking/unlocking mechanisms using NEMS integrated into the redistribution layer (RDL) [28]. These
physical-layer triggers enable secure, condition-based activation of chip functionality

the device lifecycle. From fabrication and supply chain logistics
to final deployment, this strategy strengthens hardware trust and
reliability in mission-critical sectors.

VI. NEMS-Enabled Locking and Unlocking Mech-
anisms

One of the most innovative security applications of NEMS lies in
the development of sophisticated locking and unlocking mecha-
nisms embedded within semiconductor devices, as illustrated in
Figure 4. These mechanisms are designed to respond selectively
to external triggers—such as specific temperature thresholds,
mechanical forces, or electrical signals—allowing controlled ac-
tivation or deactivation of particular chip functionalities. For
example, a semiconductor device could remain in a locked or
dormant state until it is exposed to a precisely defined thermal
or electrical stimulus, ensuring that only authorized personnel or
systems can unlock and access its full operational capabilities.
This approach effectively prevents unauthorized use or tamper-
ing by introducing a physical barrier to activation that cannot be
bypassed through conventional electronic hacking methods.

The potential applications of such NEMS-enabled locking
mechanisms span critical areas of hardware security. In secure
boot processes, they can prevent unauthorized code execution
during system startup by ensuring that the device only boots when
properly unlocked, mitigating risks posed by malware injection
or firmware tampering. Similarly, encryption modules can lever-
age these mechanisms to keep cryptographic keys physically in-
accessible unless the device has been unlocked through autho-
rized means, adding a robust hardware-level safeguard to crypto-
graphic security. Furthermore, NEMS-based locking techniques
provide valuable protection against reverse engineering by pre-
venting the unauthorized analysis or replication of sensitive hard-
ware designs—a critical safeguard for intellectual property in
competitive industries. By integrating these advanced locking
features, semiconductor manufacturers gain the ability to enforce

stronger access control, enhancing overall device security and
resilience against increasingly sophisticated cyber-physical at-
tacks. These architectures enable hardware-level access control,
enhancing physical assurance within semiconductor packaging.

VIL Integration and Reliability Challenges of
NEMS in Advanced Packaging

Integrating NEMS devices into advanced packaging introduces a
unique set of engineering challenges that demand precise control
over every stage of the process. These devices operate at sub-
100 nm dimensions and exhibit extreme sensitivity to mechan-
ical, thermal, and chemical disturbances, making them highly
vulnerable during conventional packaging steps such as wafer
thinning, die attach, underfill dispensing, molding, and solder
reflow. Even minor particulate contamination, sub-micrometer
misalignment, or uncontrolled thermal cycling can induce stic-
tion, shift resonance frequencies, or cause irreversible structural
damage.

Addressing these vulnerabilities requires process adaptations
beyond standard OSAT workflows. Low-damage encapsula-
tion methods, particle-free handling environments, and low-
temperature bonding techniques are often necessary to maintain
structural and functional integrity. However, such adaptations
increase cost, extend manufacturing cycle times, and complicate
integration into high-volume production without corresponding
advances in process standardization.

Reliability concerns are equally critical. NEMS devices,
with their high surface-area-to-volume ratios and movable struc-
tural elements, are prone to stiction, wear, and [29]. Packaging-
induced stresses—particularly those from the coefficient of ther-
mal expansion (CTE) mismatch between device materials, sub-
strates, and encapsulants—can cause warping, microfracture, or
performance [30]. Maintaining long-term hermeticity is essen-
tial, as moisture ingress, outgassing, or ionic contamination can
lead to corrosion, dielectric charging, and unpredictable shifts in
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device [31].

Integration at the electrical and mechanical interface presents
additional complexity. The scale mismatch between NEMS
structures and conventional interconnect geometries makes it
challenging to achieve low-resistance, mechanically stable con-
tacts without imposing damaging loads. Furthermore, the ex-
treme sensitivity of NEMS amplifies susceptibility to envi-
ronmental noise—mechanical vibration, acoustic coupling, and
electromagnetic interference from adjacent high-speed or RF cir-
cuitry, which can degrade PUF entropy or cause authentication
errors [32]. Effective mitigation requires careful layout optimiza-
tion, electromagnetic shielding, and robust signal conditioning
circuitry.

Ultimately, ensuring compatibility with existing semiconduc-
tor manufacturing flows remains a decisive hurdle. NEMS-based
structures must survive the complete packaging sequence without
exceeding thermal budgets, contaminating adjacent CMOS de-
vices, or violating alignment tolerances [33]. Overcoming these
challenges will require hybrid integration schemes, mechani-
cally compliant hermetic encapsulants, and packaging architec-
tures purpose-built for nanoscale security primitives. Without
such innovations, the scalability and long-term deployment of
NEMS-enabled hardware security in mission-critical systems
will remain limited despite their significant potential.

VIII. Conclusion

This work presents a comprehensive framework for leveraging
NEMS to address critical hardware security challenges in ad-
vanced semiconductor packaging. Through the development
and application of NEMS-based PUFs, resonance fingerprint-
ing, and shape-memory-enabled tamper detection, we establish
a new class of physical security primitives that extend beyond
conventional cryptographic approaches. These NEMS-enabled
mechanisms offer inherent resistance to cloning, environmen-
tal robustness, and low-power operation—attributes essential
for modern electronic systems deployed in untrusted or harsh
environments. Furthermore, the introduction of physical-layer
locking and unlocking architectures enables precise control over
device activation, enhancing resilience against unauthorized use
and reverse engineering. As advanced packaging technologies
evolve, integrating NEMS directly into substrates, interposers,
or die-level structures will provide scalable, trustworthy, and
intelligent security solutions. This multidimensional strategy
positions NEMS as a foundational technology in the future of
hardware assurance, supporting both civilian applications and
mission-critical systems across aerospace, defense, and secure
communications.
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